Net-Centric Attributes List


	Title
	Description
	Metric
	Source

	Internet Protocol (IP)
	Data packets routed across network, not switched via dedicated circuits
	IP as the Convergence Layer

Net-Centric Operations and Warfare Reference Model (NCOW RM), Technical View compliant with Joint Technical Architecture (JTA)


	NCOW RM, GIG Arch v2, IPv6 Memos (9 Jun 03 and 29 Sep 03), JTA Memo, Nov 24, ’03   JTA v6.0

	Secure and available communications
	Encrypted initially for core network; goal is edge-to-edge encryption and hardened against denial of service
	Black Transport Layer

Transformational Communications Architecture (TCA) compliance; Technical View compliant with JTA


	TCA;

IA Component of Assured GIG Architecture;

JTA Memo, Nov 24, ’03   JTA v6.0

	Only handle information once (OHIO)
	Data posted by authoritative sources and visible, available, usable to accelerate decision making
	Reuse of existing data repositories
	Community of interest policy (TBD)

	Post in parallel
	Business process owners make their data available on the net as soon as it is created 
	Data tagged and posted before processing

NCOW RM,

Technical View compliant with JTA


	NCOW RM, DoD Net-Centric Data Strategy (May 9, ‘03)

JTA Memo, Nov 24, ’03  JTA v6.0

	Smart pull (vice smart push)
	Applications encourage discovery; users can pull data directly from the net or use value-added discovery services
	Data stored in public space and advertised (tagged) for discovery

NCOW RM,

Technical View compliant with JTA 


	NCOW RM;  DoD Net-Centric Data Strategy (May 9, ‘03);  JTA Memo  Nov 23, ’03   JTA v6.0

	Data centric
	Data separate from applications; apps talk to each other by posting data
	Metadata registered in DoD Metadata Registry

NCOW RM,

Technical View compliant with JTA


	NCOW RM; DoD Net-Centric Data Strategy (9 May 03); JTA Memo, Nov 24, ‘03  JTA v6.0

	Application diversity
	Users can pull multiple apps to access same data or choose same app (e.g., for collaboration)
	Apps posted to net and tagged for discovery

NCOW RM, Technical View compliant with JTA
	NCOW RM; JTA Memo, Nov 24, ‘03  JTA v6.0

	Assured Sharing
	Trusted accessibility to net resources (data, services, apps, people, collaborative environment, etc.) 
	Access assured for authorized users; denied for unauthorized users
	Security/IA policy Nov 21, ’03);

IA Component of Assured GIG Architecture; JTA Memo, Nov 24, ‘03  JTA v6.0

	Quality of service
	Data timeliness, accuracy, completeness, integrity, and ease of use
	Net-ready key performance parameter
	Service level agreements (TBD);

JTA Memo, Nov 24, ‘03  JTA v6.0
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