
Continued Roll-out of 

Department of Defense (DoD)

Public Key Infrastructure (PKI)

The DoD PKI is progressing satisfactorily from the October 2003 revised schedule.  More DoD information resources are being protected by PKI with each passing day.  Our external partners have two avenues to obtain certificates:

· The Interim External Certificate Authority (IECA) (which will become the External Certification Authority (ECA) (available today)

· http://iase.disa.mil/pki/eca/ 

· The Federal Bridge (available to DoD December 2004)

· http://www.cio.gov/fbca/
The April 2004 date represents the achievement of a fully functional Initial Operating Capability (IOC) for the basic functions of the DoD PKI.  The Department is sensitive to the impact of the use of PKI on our external partners during the transition to full capability.  DoD Components will consider these impacts during transition and attempt to match need with the partner’s plans for compliance.  The sensitivity of some data may require immediate use of PKI for access.


