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1. Purpose and Outline of Document

This document provides guidelines for developing and writing BEA Transition Requirements.  This guidance document does not apply to the development of “To Be” External Compliance Requirements. These requirements are written using the external source documentation language 

The BEA solution is comprised of thousands of specific requirements.  The development and evaluation of requirements is a continuous process as architecture development continues and lessons learned from system solutions implementation are incorporated.  Requirements must be written clearly to provide understanding to enable estimations of implementation costs and to hold solution contractors accountable to meet BEA compliance.  The requirements template is designed to capture the information to meet these.

This document contains five sections.

· Section 1 is the purpose and outline.

· Section 2 tracks the origin of different types of transition requirements from the architecture products and gives guidelines for the number of requirements to be derived from each architecture products.

· Section 3 provides field-by-field instructions for filling out the Requirements Template, such as specific formats for the Requirement Title and Description.

· Section 4 discusses specificity of requirements and general guidance.

· Section 5 provides general guidance for writing good requirements.

This is a working document and will be updated as appropriate.

2. Architecture Products and Requirements

2.1 Transition Requirement Sources and Transition Team Responsibilities

Transition requirements are generated from architecture work products, external compliance requirements or transition support products.  Transition requirements are categorized into five different types depending on the source of the requirement.  They are summarized below.

Transition Requirement Types

“To Be” External Compliance Requirement- these are the current statement and proposed revisions of external requirements imposed on the architecture and which will be imposed on BEA solutions.  These are current laws, regulations, standards and policies.

“To Be” Architecture Derived Compliance Requirements-These are requirements derived from the “To Be” architecture that solutions must meet in order to be compliant with BEA.

“External Change Requirements”*-These are requirements proposing changes to external requirements imposed on BEA, such as a laws, regulations or policies that conflict with the “To Be” architecture.

Gap Requirements-These requirements represent the differences between the “To Be Architecture Derived Compliance Requirements and the “As Is” state of DoD’s processes, information and technology.

Support Requirements-These are non-architecture derived requirements that specify additional activities that must accompany the transition to BEA.  They are specifically derived from the Transition Plan Support products: Test Plan, Incentive Plan, Education and Training Plan, and Compliance Plan.

*:  At this time, no External Change Requirements have been identified.  The “To Be” architecture has been developed within current laws, regulations, etc.

Table 2-1 illustrates the relationship between transition requirement type and its origin.   For the purpose of writing transition requirements, concentrate on the shaded columns only. The transition team will not write the requirements for the “To Be” External Compliance Requirements, however the team is responsible for refining the requirements in this column by assigning attributes.

Key: 

X = Transition team will write requirement or assign attributes

NA = No requirements are derived for requirement type

Reference = Indicates that requirements are not directly derived from this requirement type, but that the work product should be used a reference in the development of requirements.

Traceability = Indicates that while a requirement is not directly derived from a requirement type, that the work product should be used to understand the relationship other work products from which requirements are derived

Table 2‑1 Transition Requirement Sources and Transition Team Responsibilities
	Requirement Type/Work Product
	“To Be” External Compliance
	“To Be” Architecture Compliance
	External Requirement Changes
	Gap Requirements
	Support Requirements
	IA “To Be” Architecture Compliance

	External Compliance Requirements
	X
	NA
	X
	NA
	NA
	NA

	AV-1
	NA
	NA
	Reference 
	NA
	NA
	NA

	AV-2
	NA
	Reference 
	Reference 
	Reference 
	NA
	Reference 

	AV-3
	NA
	NA
	Reference 
	NA
	NA
	NA

	OV-1 
	NA
	NA
	Reference 
	NA
	NA
	NA

	OV-2
	NA
	Reference
	Reference 
	X
	NA
	NA

	OV-3
	NA
	X
	Reference 
	NA
	NA
	Traceability

	OV-4 
	NA
	NA
	Reference 
	NA
	NA
	NA

	OV-5
	NA
	X
	Reference 
	X
	NA
	NA

	OV-6a
	NA
	Reference 
	Reference 
	X
	NA
	X 

	OV-6b
	NA
	X
	Reference 
	NA
	NA
	NA

	OV-7
	NA
	Reference 
	Reference 
	X
	NA
	NA

	SV-1 
	NA
	X
	Reference 
	X
	NA
	X

	SV-2 
	NA
	X
	Reference 
	X
	NA
	NA

	SV-3
	NA
	Traceability
	Reference 
	NA
	NA
	Traceability

	SV-4 
	NA
	X
	Reference 
	X
	NA
	NA

	SV-5
	NA
	Traceability
	Reference 
	NA
	NA
	Traceability

	SV-6
	NA
	Traceability
	Reference 
	NA
	NA
	Traceability

	SV-7
	NA
	X
	Reference 
	X
	NA
	X

	SV-8
	NA
	X
	Reference 
	X
	NA
	NA

	SV-9
	NA
	NA
	Reference 
	NA
	NA
	NA

	SV-10c
	NA
	NA
	Reference 
	NA
	NA
	NA

	TV-1
	X
	X
	X
	NA
	NA
	X

	TV-2
	NA
	NA
	Reference 
	NA
	NA
	NA

	Test Plan
	NA
	NA
	NA
	NA
	X
	NA

	Compliance Plan
	NA
	NA
	NA
	NA
	X
	NA

	Education/ Training Plan
	NA
	NA
	NA
	NA
	X
	NA

	Incentive Plan
	NA
	NA
	NA
	NA
	X
	NA


  

2.2 
Number of Requirements per Architectural Diagram

The number of requirements generated from each diagram is standard except for the case of the OV-5.  The relationship between number of requirements generated and architectural product is shown in table 2-2 below.  

Table 2-2 Number of “To Be” Architecture Derived Compliance Requirements by Work Product

	Work 

Product
	# of Architecture Derived Compliance Requirements

	OV-3
	1 role = 1 Requirement

	OV-5
	1 leaf activity =1 Requirement*

* This is approximate and may vary based on the specificity to which the OV-5 was developed.

A leaf is the lowest level activity box on the branch.

	OV-6b
	1 requirement per diagram

	SV-1
	1 system node = 1 Requirement

1 system entity = 1 Requirement

	SV-2
	1 SV-2 Diagram = 1 Requirement

	SV-4
	1 data store = 1 requirement

1 system function = 1 requirement* 

1 solution = 1 Requirement **

*For system functions that do not have a corresponding OV-5 Operational Activity or are not represented by an external requirement.

**Follow the OV-5 rule

	SV-7
	1 Enterprise Service = 1 Requirement

	SV-8
	1 segment = 1 Requirement

	SV-10c
	1 System Entity = 1 Requirement

	TV-1
	1 BEA level Requirement

	Test Plan
	1 test mechanism = 1 Requirement

	Compliance Plan
	1 compliance mechanism = 1 Requirement

	Education/ Training Plan
	1 Education/Training Mechanism = 1 Requirement

	Incentive Plan
	1 Incentive Mechanism = 1 Requirement


Table 2-3 Number of Gap Requirements by Work Product

	Work 

Product
	# of Gap Requirements

	OV-2
	1 role = 3 requirements (one for increase in resources, one for decrease in resources, and one for phasing out of resources for a given role)

	OV-5
	1 requirement for each segment

	SV-1, SV-4, SV-7, OV-7, OV-6a, OV-6b
	System Entity:  1 requirement for every system entity in every enclave 

Interface:  1 requirement for every receiving System Entity in every enclave 

Enterprise Service: 1 requirement for every Enterprise Service in every enclave

	SV-8
	1 requirement for every system entity within a segment, within an enclave

	SV-2
	1 requirement for each segment


Table 2-4 Number of Information Assurance (IA) Requirements by Work Product

	Work 

Product
	# of IA Requirements

	OV-6a
	1 requirement per process area

	SV-1
	1 requirement per System Entity

	SV-7
	1 requirement per System Entity

	TV-1
	1 requirement per process area


3. Instructions for the Requirements Template

This section gives instructions for each field of the Requirements Template, such as specific guidelines and formats for the requirements title and description.  It gives good and bad examples where appropriate.

3.1 
Requirement #

The Requirement # is automatically assigned when the requirement is loaded into DOORS.  No action is required by the individuals developing requirements for this field. This field should be left blank for new requirements.

3.2 
Process Action Team (PAT) and definition

The PAT field is used to designate which process or subject area a requirement is associated with.  Column could also contain reference to support, compliance and technical requirements. Select one of the following values for this field.

· COM – Compliance Plan requirements

· IA – Information Assurance requirements

· SVBR – System View Business Related requirements (e.g., Data Management)

· SVBN - System View Business Neutral requirements 

· TV - TV requirements

· HRM – Human Resource Management Requirements (e.g., Medical Heath System Requirements)

· SPB – Strategic Planning and Budgeting requirements

· LOG – Logistics requirements

· ACC – Accounting requirements

· FMR – Financial and Management Reporting requirements

· CAR – Collections and Accounts Receivable requirements 

· PAD – Procurement, Payables, Acquisition, and Disbursement requirements

· TST – Test Plan requirements

· TRN – Education and Training Plan requirements

· INC – Incentive Plan Requirements

· RPM – Real Property Management Requirements

· FSI – Financial Statements Initiative Requirements

· CMC – Change Management and Communication Plan Requirements

3.3 
Title

The Title Field gives a unique and brief textual description of the requirement. Note that this is not the title of the diagram or the activity being described.  Develop titles that are as brief as possible, but provide enough detail to differentiate from other requirement titles. There is no field length limitation for the Requirements Title, however as a rule of thumb, titles should be between five and ten words each.

Specific Guidelines for the Requirement Title

1. The format for the Requirement Title is Active Verb + Modifying Noun Phrase.
2. The verb should be the same verb that is used in the Requirement Description field.

3. The modifying noun Phrase should be specific to the requirement, without repeating the Requirement Description.

4. Use Active voice and present tense.

5. Do not use acronyms or abbreviations unless specified formula for the requirement type.

6. Do not provide general or redundant information such as Department of Defense or Financial Management Enterprise Architecture.  These phrases refer to all the requirements and add no value to the title.  

7. The word AND should not appear in the title of a requirement.  This is an indication that the statement really refers to multiple requirements and should be further decomposed.

8. Create the Title after writing the Requirements Description (Section 3.5). A rule of thumb is to develop the Title by summarizing the description starting after the word “shall.”

9. Don’t distort the meaning of the Description and the Title by using terms not identified in diagrams or in the AV-2 definitions. 

10. Do not use a period at the end of the Title. 

11. Do not use phrases such as: “includes,” “including,” “include,” or “not limited to but includes.”  These phrases are vague and can result in the requirement being open-ended.

12. Do not use phrases such as: “ensure,” “assurance,” or “assure,” “best.”  These phrases imply a guarantee or perfection, which cannot be achieved.

13. Do not use the term “Best Practice,” instead use “leading practice.”  
14. Do not use a hard return within a Title.  A hard return will cause an issue with the DOORS report extract scripts.
15. Titles will use consistent capitalization.  Specifically, the first letter of the first word in the Title (the active verb) will the capitalized.  Proper nouns, such as the Role Names, the Segment Names, and modifier of the actor, will be capitalized.

Example:  Validate the credit worthiness of a vendor

Example:  Perform the Accounting Specialist role

Examples-Title

Poor:  

Manage the lifecycle

The solution shall manage the lifecycle

Better:  

  Manage the accounts receivable lifecycle

3.4 
Requirement Description

The Requirement Description provides the complete textual description for each requirement.  The Requirement Description should provide enough detail to allow adequate analysis alternative solutions for their applicability to BEA but should not specify a specific solution or implementation characteristics for the solution.

Specific Guidelines for the Requirement Description

1. Refer to the General Writing Guidelines in Section 5 of this document.

2. Do not use acronyms or abbreviations in requirement descriptions.

3. Use terminology as defined in the AV-2.

4. Use active voice and present tense.  Refer to Section 4 of this document for a description of active voice.
5. Use a period at the end of the Requirement Description. However, do not punctuate bulleted lists.

6. Do not use phrases such as: “includes,” “including,” “include,” or “not limited to but includes.”  These phrases are vague and can result in the requirement being open-ended.

7. Do not use phrases such as: “ensure,” “assurance,” or “assure,” “best.”  These phrases imply a guarantee or perfection, which cannot be achieved.

8. Do not use the term “Best Practice,” instead use “leading practice.”  

9. Use consistent capitalization.  Specifically, the first letter of the first word in the statement will the capitalized.  Proper nouns, such as the Role Names, the Segment Names, and modifier of the actor, will be capitalized.

Example: The Logistics solutions shall enable asset management.

10. The generic formula for the initial requirement statement is

 Modifier  + Actor + Imperative +Active Verb + Direct Object +Indirect Object

The specifics of this formula vary slightly depending on the architectural product from which the requirement is being derived.  Specific formulas for each architectural product are discussed below.  
Identifying the Actor and Modifying the Actor
The Actor and Modifier for each requirement statement are prescribed in table 3-1.  

The modifier should be the specific solution, interface, communication node, or segment being described by the diagram. Actor modifiers should be nouns or adverbs, and should not contain verbs.  The guidance given for determining the appropriate modifier for an actor should be used as a starting point.  However, in the case that the general formula results in a modifier that does not adequately describe the actor to the correct level of specificity, judgment should be used on a case-by-case basis to determine a modifier that makes more sense.

Table 3-1 Actor and Modifying the Actor

	Work Product
	Modifier
	Actor 
	Example

	OV-3
	OV-5 A-0 Level Diagram Name noun 

In general, this is the overall process area name.  The modifier should be a noun phrase, with no active verb
	Solution
	Diagram Name:  Logistics 
Solution Modifier:  Logistics solution

	OV-5
	OV-5 Activity Box Name noun

In general, the modifier is the noun form of the activity box name from the level above the level from which the requirements were written.  Write multiple requirements using the same modifier

For example, if deriving requirements at the A-111 level, use the noun form of the parent activity box name from the A-11 for the modifier  


	Solution
	Activity Box Name:  Execute Warehouse Management
Solution Modifier:  Warehouse Management solution
Activity Box Name:

Receive Materiel

Solution Modifier:

Materiel Receiving solution 

Note:  If the activity box is only two words in length (a verb and a noun) then write the solution modifier as a noun form of the activity box name.  Otherwise, use just the noun(s) to modify the actor



	OV-6b
	OV-6b Diagram Name being worked

The modifier should be a noun phrase, with no active verb
	Solution
	Diagram Name:  Logistics – Maintenance

Solution Modifier:  Logistics Maintenance Solution

	SV-1
	System Entity, or System Node name 
	· System Entity

· System Node
	

	SV-2
	System Entity name
	System Entity
	

	SV-4
	Solution:  

1. If the requirement represents an OV-5/SV-4 joint requirement, use OV-5 modifier rule  

2. If the requirement represents an SV-4 system function not associated with an OV-5 Operational Activity or represented by an external system requirement, use the high-level process area name

Data Store:  Name of SV-4 data store
	· Solution 
· Data Store 
	

	SV-7
	Enterprise Service name
	System Component
	

	SV-8
	Segment name
	Segment
	

	SV-10c
	System Entity name
	System Entity
	

	TV-1
	Financial Management Enterprise Architecture
	Solutions
	

	Test Plan
	N/A
	· Segment Owner

· Domain Owner

· Test WIPT (Working Integrated Process Team)

· Independent Test Agent (ITA)

· BMMP Program Office

· BMSI Organization (?)
	

	Compliance Plan
	N/A
	· Compliance Team

· Domain Owner

· BMSI Organization

· BMMP Program Office
	

	Education/ Training Plan
	N/A
	· OSD

· BMMP Program Office

· BMSI

· Domain Owners

· Executive agents for transition segments

· Training Coordinators

· Training Advisory Council 

· DoD Schools and Service Schools 

· DoD organizations that defines training standards (TRADOCS, CNET, etc.)

· BEA Change Management staff

· BEA Communications staff

· Named Vendors 

· BEA Training Office

· DoD Advanced Distributed Learning (ADL) initiative

There are several possible non-human actors: 

· Learning Management Systems (LMS)

· Virtual Classroom systems

· Knowledge Management systems

· BEA Users Web portal
	

	Incentive Plan
	TBD
	· Incentive team

· Domain Owners

· Organization

· BEA Program
	


Examples-Identifying the Modifier for the Actor

Poor:  The BEA Solution

            The Solution


The Interface

            The DoD’s Solution


The Administer Purchase Card solution

Better: The Purchasing Solution


The Inventory Management Interface

Table 3-2 provides guidance for writing the five types of Transition Requirements.  

Table 3-2 Formulas for “To Be” Architecture Derived Compliance Requirements

	Work Product
	Formula

	OV-3
	 The X solution shall enable the Y role to perform the activities associated with the sending and receiving nodes as described in the OV-3

X = see modifier guidance

Y = unique role name 

Notes: 

· Write 1 requirement per role within a given PAT area. This guidance assumes that the role is standard across DoD regardless at which level within DoD the role would operate

· Only write requirements for roles that internal to BEA (that is do not write requirements for external roles such as non-DoD Agencies, Private sector, etc.)

	OV-5
	 The X solution shall provide the ability to Y
          X = see modifier guidance

          Y = the summary of leaf activity and corresponding output messages

Notes:  

· Requirement descriptions are to be written as summaries of the activity box and associated output messages.  The key is to capture the main intent of the activity box and output messages as described in the AV-2 definitions and represented by the diagrams.   Do not just list the output messages; seek to capture the main intent of the messages in order to further specify the requirement. Use phases such as “contains,” “consists of,” “for example,” “resulting in” or “to provide” to make the association between the activity box and the outputs within the requirement description
· If an OV-5 operational activity is also associated with an SV-4 system function, write the requirement description in a manner that allows the main intent of the system function to also be captured within the content of the requirement.  See appendix A for how to determine the links between the OV-5 and SV-4

· In general, requirements should be developed at the lowest leaf level diagram of the architecture.  However, the level at which OV-5 diagrams are decomposed will vary by process area.  Requirements written at this level provide the most specificity, while capturing the most unique and comprehensive requirements 

· If the same output message repeats throughout the OV-5 levels for different activity boxes, write a single requirement at the highest level possible.  The requirement should summarize the activity and the output message at the level where the repeating output message first appears. This will avoid duplication of requirements

Additional ICOM considerations that may generate requirements:

· External Input to Activities – In general, OV-5 requirements are derived from activities and output messages.  When deriving requirements, please keep in mind that an activity may also have an external input, which is not an output from another activity.  For example, a vendor might send an input to an activity, which is not an output generated from any other activity within the architecture.  In this situation, also provide the external input in the requirement statement 

· Controls from output messages – In general, do not provide controls in the architecture-derived requirements, unless a control results from an output messages on an activity box. In this situation, the internal controls need to also be considered when deriving requirements and should be added as appropriate in the requirement statement

Note:  See Appendix A for more specific guidance on OV-5 and SV-4 solution requirements



	OV-6b
	 The X solution shall support the following states:

-state 1

-state 2

-state N

          X = see modifier guidance

Note:  Do not summarize the states.  The list of states should be as they appear in the OV-6b being worked



	SV-1
	System Entity:

The X System Entity shall:

- be composed of the system functions as described SV-6 

- implement the system entity interfaces as described in the SV-1 and SV-6

          X = Name of System Entity from the SV-1
System Entity:

The X System Entity shall be composed of the Enterprise Services as described in the SV-1.

            X = Name of System Entity from the SV-1

System Node:

The X System Node shall  

- be composed of the system entities as described in the SV-1

- implement the system node interfaces as described in the SV-1 and SV-6

X = Name of System Node from the SV-1

	SV-2
	The Financial Management Enterprise Architecture solution(s) shall implement the communication connections between the system entities as depicted on the X SV-2 diagram.

X = name of the SV-2 diagram



	SV-4
	Datastore:

The W datastore shall maintain data in accordance with 

- functions from the -SV-4 X
- data model as described in OV-7 Y
- the associated business Rules from OV-6a

      W = name of the datastore on the SV-4

       X = name of the SV-4 diagram being worked

       Y = name of the corresponding OV-7

Note: data store requirements related to Data Management may not have an associated OV-7 or OV-6a.  These two parts of the requirement may be omitted for Data Management requirements if appropriate

System Function:

The X solution shall provide the ability to Y
        X = see modifier guidance       

        Y = brief summary of the system function(s)

Notes:  

· System function requirements should only be written for system functions that are not linked to an OV-5 operational activity and are not represented by an external system requirement 

· Since Data Management, Workflow Management and Knowledge Management cut across all the PATs, only 1 set of system function requirements will be written for these areas (i.e., do not write individual data management requirements for each PAT)  

· If a system function is linked to an OV-5 operational activity, use Solution as the actor and follow the OV-5 requirement formula.   See Appendix A for more specific guidance on developing joint OV-5 and SV-4 solution requirements



	SV-7
	The X system element shall meet the performance characteristics described in the SV-7

      X  = name of the System Element



	SV-8
	The X segment shall accomplish the convergence of “As Is” systems as described in the SV-8

      X = name of segment



	SV-10c
	The Y System Entity shall provide for the systems events/ trace description between the following System Elements as depicted in the Z diagram:

· System Element 1

· System Element 2

· System Element N
Y = name of the System Entity

Z = name of the SV-10C diagram
Note:  2/4/03 The SV-10C is going to be used to depict example scenarios - As a result, no requirements will be derived from the SV-10c



	TV-1
	Two over-arching TV-1 requirements will be written for all BEA solutions in the following format:

JTA Mandatory TV-1 Requirement:

The Financial Management Enterprise Architecture solutions shall implement, as applicable, the mandatory technical standards as described in the Technical Architecture Profile (TV-1).

Emerging TV-1 Requirement:

The Financial Management Enterprise Architecture solutions shall implement, as applicable, the emerging technical standards by the timeframes specified in the Technical Architecture Profile (TV-1).


Table 3-3 Formulas for Support Requirements

	Work Product
	Formula

	Test Plan
	The X shall implement a mechanism to Y
X = see actor guidance

Y= summary of Test Plan mechanism to be implemented   

Notes:

· If the mechanism is known, name it in the requirement statement.  The requirement should not name a mechanism that is not also stated in the Test Plan 

· Implementing a mechanism implies the set-up and on-going maintenance of the mechanism.  However in the case of one-time events (e.g. the establishment of a team), the term mechanism may not be necessary in the requirement statement

	Incentive Plan
	The X shall implement a mechanism to Y
X = see actor guidance

Y= summary of Incentive plan mechanism to be implemented   

Notes:

· If the mechanism is known, name it in the requirement statement.  The requirement should not name a mechanism that is not also stated in the Incentive Plan

· Implementing a mechanism implies the set-up and on-going maintenance of the mechanism.  However in the case of one-time events (e.g. the establishment of a team), the term mechanism may not be necessary in the requirement statement


4. Formulas for Gap Requirements

Gap Requirements are statements of what needs to happen to migrate from the “As Is” state to the “To Be” state.  The gap requirements will be used to by the Resource Plan cost modelers to estimate the cost of the BEA implementation.  (Note: this is not a gap in the solution or the architecture).  In general, gap requirements are written for a given segment or solution.

There are 5 types of gap requirements to be derived from the Architecture:

1. Role Based (OV-2) gap requirements will be used to identify the resource changes in the “To Be” architecture that will be costed.

2. Activity Based (OV-5 & segment) gap requirements will identify activities associated with a given segment that need to be costed.

3. System Entity, Interface, and Enterprise Service Based (SV-1, SV-4, SV-7, OV-7, OV-6a, OV-6b) gap requirement will identify, for a given segment, what system entities, system interfaces and enterprise services are expected to be implemented, and therefore costed.

4. System Migration (SV-1, SV-8) gap requirements will identify systems and interfaces to be migrated within a given segment, and therefore costed.
5. System Communication (SV-2) gap requirements will identify communication nodes and exchanges for each segment that will be implemented and costed.

Table 4-1 Formulas for Gap Requirements

	Work

Product
	                                            Formula

	Role Based (OV-2)
	Positive: The X solution shall provide trained or retrained resources in the Y role.

X = the related OV-5 “To Be” A-0 Diagram Name for a given role.  In general, this should be the name of the process area in question

Y = unique role name from the “To Be” OV-2, as described in the AV-2 

Negative: The X solution shall support the reduction of resources in the Y role

Negative:  The X solution shall support the phasing-out of resources in the Y role

X = OV-5 “To Be” A-0 Diagram Name.  In general, this should be the name of the process area in question

Y = unique role name that appears in the “As Is” OV-2 that is either being phased-out or reduced in the “To Be” state

Note:  The OV-2 gap requirements are based on either the creation of new roles, the increase of resources in an existing role, the elimination of an “As Is” role, or the reduction of resources in an existing role

If a new role is being created or resources are being increased in an existing role, use the Positive form of the requirement

If a role is being eliminated or resources are being reduced in an existing role, use the Negative forms of the requirement



	Activity Based (OV-5 and Segment)

	The X segment shall provide a standard set of processes, policies, or procedures for all activities in the X segment.  Activities must be derived from the  "To Be" BEA Derived Compliance Requirements associated with X segment 

X = name of segment, except where the Segment name is Data Management and Enterprise Reporting which are used in every set of segments.  In those cases, provide the name of the Package from which the segments come. Example: Acquisition Data Management

Notes:

1. The activities can be determined via a list of diagrams linked to the X segment's "To Be" BEA Derived Compliance Requirements
2. Assume no cost associated with eliminating a process, policy or procedure.  As a result, do not write negative requirement for OV-5

	System Entity, System, Interface, and Enterprise Service Based (SV-1, SV-4, SV-7, OV-7, OV-6a, OV-6b)

	System Entity formula:  

The segment owner, as specified in the SV-8, shall implement an integrated system for X system entity for Y that consist of:

· Enterprise Services from the SV-1

· System functions from the associated SV-4

· Data flows and data stores from the associated SV-4

· Data requirements from the associated OV-7 entities

· Business rules from the associated OV-6a

· State transitions from the associated OV-6b

· Performance parameters from the associated SV-7

      X = name of the SV-1 system entity

Y = name of SV-1 enclave

System Interface formula:  

The segment owner shall implement the receiving system interfaces for X system entity, as specified in the SV-1, for the Y enclave.

Y = name of the enclave

X = name of the receiving SV-1 system entity

Note:  The segment that owns a given System Entity is responsible for implementing  "receiving" the system interface.

Enterprise Service formula:

The segment owner, as specified in the SV-8, shall implement the X Enterprise Service for Y enclave to support the related system functions as specified in the SV-1


X = name of Enterprise Service (component)

Y = name of the SV-1 enclave

Note:  these requirements currently assume that a given system entity will be wholly implemented by a single segment

Note:  investigating if a report can be written to list the linkages described in these requirements



	System Migration (SV-8)
	The X segment owner shall migrate the “As Is” systems to the Y system entity in Z enclave as specified in the SV-8

X = name of segment

Y = name of SV-1 system entity associated with the segment

Z = name of the SV-1 enclave



	System Communication Gap Requirements (SV-2)
	The X segment owner shall implement the communication nodes and associated communication exchanges as specified in the SV-2

X = name of segment name




Table 4-2 Formulas for Information Assurance (IA) Requirements

	Work Product
	Formula

	OV-6a
	The X solution shall implement the Information Assurance business rules as described in the OV-6a

X = High level process area name

Example:

The Logistics solution shall implement the Information Assurance business rules as described in the OV-6a



	SV-1
	The X system entity shall provide for the Enterprise Security Services as described in the SV-1

X = name of the enterprise service from the SV-1



	SV-7
	The X system entity shall implement the Information Assurance availability attributes for the Y System Element as depicted in the Z diagram:

X = name of the System Entity

Y = name of the System Element

Z = name of the SV-7 diagram



	TV-1
	The X solution shall implement the Information Security standards for the Information Security technical service area as described in the TV-1

X = High-level process area name

Y = name of the technical service area from the TV-1




Table 4-3 Formulas for External Change Requirements

	Work Product
	Formula

	External Compliance Requirement
	The BMSI Organization shall propose, track, and implement changes to X as follows:

 Y.
X = name of the specific Law, Regulation, or Policy to be changed

Y = description of how the law, regulation, or policy will be changed

Example:  The BMSI Organization shall propose, track, and implement changes to Prompt Pay Act as follows:

· Increase the number of prompt payment days from 30 to 45

Note 1/24/03:  At this time, no external change requirements have been identified.  The “To Be” architecture has been developed within the current laws, regulations, etc.

	TV-1
	The BMSI Organization shall propose, track, and implement changes to X as follows:

- Y

X = name of the technical service area or service that is going to change

Y = description of how the service or service area will be changed

Note 1/24/03:  At this time, no external change requirements have been identified.  The “To Be” architecture has been developed within the current laws, regulations, etc. 


6. When referencing an architectural product use the following format:

Diagram Type + Full Name of Diagram (as found on the model)

7.  If referencing an object from another model use the full name of the object as found on    the model referenced and also references the model, following the appropriate architectural product reference format.

8. When referencing a non-architectural product, such as a law or standard, use the GPO Style Guide found at:  

http://www.access.gpo.gov/styleman/2000/browse-sm-00.html

9. Use a vertical list to express multiple (2 or more) modifiers of the requirement.

Use a dash followed by a space to bulletized items in the list.

Use ALT Enter to create a hard return within a cell on the spreadsheet.

Note:  It is possible that a Visual Basic Message will be received to enable macros when using the dash.  Ignore the message by hitting OK.

10. Punctuate vertical lists using the following guidelines:

· Use a colon after an introductory sentence, but omit after an introductory phrase.

· If list items are complete sentences, begin each with a capital and punctuate them as complete sentences.

· If list items are not complete sentences, omit ending punctuation.

Example 1-Punctuating Vertical Lists

Poor:  1. The Purchase Card solution shall provide standard purchase data. This data shall consist of:

· Purchase Date,

·  Goods Purchase,

· Vendor, and

· Place of Purchase

2. The Purchase Card solution shall provide standard purchase data to consist of: purchase date, goods purchase, vendor, and place of purchase

Better:  1. The Purchase Card solution shall provide standard purchase data consisting of:

· Purchase Date

· Goods Purchase

· Vendor
· Place of Purchase

The solution may provide additional purchase data as well
2. The Purchase Card solution shall provide standard purchase data. This data shall consist of:

· Purchase Date

· Goods Purchase

· Vendor

· Place of Purchase

The solution may provide additional purchase data as well

11. Use tables to present a series of lists.

12. Avoid redundant expressions in the specific requirements.  For example, adding Department or Defense or Financial Management Enterprise Architecture does not add value to requirements, as they are applicable to all requirements.

13. Use imperatives correctly. See Section 4 of this document for detailed explanation of imperatives.  The majority of BEA transition is mandatory and is written using shall.  Some requirements may not be mandatory and are written using should.   See the instructions for the Compliance Level Field for further explanation.

14. Avoid using capable or capability (unless referring to BEA Capabilities).  Instead use able or ability.
15.  Do a spell check and review for duplicate words (e.g., provide, provide)

4.1 
Rationale

This field provides the business reasons or regulatory requirements behind the requirement.  The requirement should enable these functions or regulations.  

1. Rationale statement should be brief and a concise statement of justification.

2. Use active voice and present tense.

3. Begin the Rational Statement with an active verb.

4. Avoid redundant information such as Department of Defense, BMMP or BEA.

5.  Follow the writing guidelines described throughout this document for describing Rationale.
6. Use a period at the end of the Rationale statement.  
7. Do not use phrases such as: “includes,” “including,” “include,” or “not limited to but includes.”  These phrases are vague and can result in the requirement being open-ended.

8. Do not use phrases such as: “ensure,” “assurance,” or “assure,” “best.”  These phrases imply a guarantee or perfection, which cannot be achieved.
9. Do not use the term “Best Practice,” instead use “leading practice.”  
10. Use consistent capitalization.  Specifically, the first letter of the first word in the statement will the capitalized.  Proper nouns, such as the Role Names, the Segment Names, and modifier of the actor, will be capitalized.

Examples-Rational

Poor:

1. The corporate planner must be able to plan for multiple years

2. The BEA capability to manage Property and Plant Equipment life cycle costs to provide accurate records of these assets will guarantee compliance with Requirements of the CFO Act of 1990
Better:

1. Enable corporate planners to plan for multiple years

2. Provide life cycle cost data of Property and Plant Equipment

3. Provide compliance with CFO ACT of 1990

4.2 
Requirement Class

The Requirement Class differentiates between categories of requirements. A requirement can be assigned to only one requirement class.  A requirement will be either Functional, Non-Functional, or Constraint.

Requirement Class Definitions:

· Functional requirement contains the fundamental subject matter of the solution.

· Non-functional requirement is the behavioral properties of the solution, such as performance, usability or security.

· Constraint requirement specifies the restrictions on the solution, which do not affect behavior.

This field is populated by selecting one of the following values:

· Constraint -- Environment

· Constraint -- Naming Conventions and Definitions

· Constraint -- Relevant Facts and Assumptions

· Functional Requirement -- Work Scope

· Functional Requirement -- Product Scope

· Functional Requirement -- Process Requirements

· Functional Requirement -- Data Requirements

· Non-functional Requirement -- Look and Feel

· Non-functional Requirement -- Usability

· Non-functional Requirement -- Performance

· Non-functional Requirement -- Operational

· Non-functional Requirement -- Maintainability and Portability

· Non-functional Requirement -- Security

· Non-functional Requirement -- Legal

· Non-functional Requirement -- Documentation

· Non-functional Requirement – Training

· Non-functional Requirement -- Other

Note: If a requirement appears to fall into two requirement classes, determine two separate requirements exist.  If not, pick the requirement class that fits better overall.

4.3 
Transition Requirement Type

The Transition Requirement Type further categorizes requirements in the context of the BEA and the Transition Plan.  

Select one of the following values to populate this field.

      BEA Compliance Requirements

· “To Be” External Compliance Requirement

· “To Be” Architecture Derived Compliance Requirements

BEA Change Requirements

· External Change Requirements

· Gap Requirements

· Support Requirements

4.4 
Requirement Source

The Requirements Source field is a free form text field that is used to capture the source document name and the section that the requirement was derived from.  This field should only be populated for requirements with the Requirement Transition Type of Support Requirements.  If a requirement is categorized as a Support Requirement, use the following convention to populate this field:  

Document Name – Section Number

Document Name can be one of the four Transition Support Plans:

· Test Plan

· Incentive Plan

· Education and Training Plan

· Compliance Plan

· Note:  For external change requirements, the name of the white paper from which the requirement was derived should be specified in this field.

Section Number will be depend on the section the requirement is derived from.

Example: Compliance Plan – Section 3.1.1.1

4.5 
Requirement Type

Requirement Type identifies contractual applicability of a requirement for use in future solution evaluation.  Select one the following values for Requirement Type:

· Selection

· Primary

· Derived

Requirement Type Definitions

Selection-Requirements used to differentiate products and vendors during product selection.  These requirements will selectively become Primary requirements after award.

Primary-Requirements contractually levied on a contractor or vendor.  The majority of Transition Requirements will be Primary requirements.

Derived-Requirements generated apart from the primary requirements.  These requirements are usually derived from assumptions.

4.6 
Transition Element

Transition Element specifies an attribute of a requirement and enables traceability of packages and segments to the Transition Plan.  It also gives additional costing information.  

In general, for a given requirement, there will only be one Transition Element.  The only exception to this rule is for any requirements that have an Information Assurance aspect – in this case, add the “Information Assurance” Transition Element in addition to the other applicable Transition Element.  Be sure to read the Transition Element definitions (see Appendix D of the Strategy document) when choosing one of the possible Transition Elements.

The Transition Element is free text field.  For each requirement, select one of the possible Transition Elements listed in the following table.  Multiple Transition Elements should be listed in the same cell, separated by a comma.

Table 4-4 Requirement Type with Possible Transition Elements

	Requirement Type
	Possible Transition Element(s)

	OV-3 Architecture derived 
	Processes and roles

	OV-2 Gap
	Processes and roles

	OV-5 Architecture derived (no associated SV-4 system function)
	Processes and roles

Note:  this will be an exception OV-5/SV-4 requirements

	OV-5/SV-4 Architecture derived combination requirement
	Applications

	OV-5 Gap
	Processes and roles

	OV-6b Architecture derived
	Processes and roles

	SV-1 Architecture derived (System Entity)
	Applications

Data Infrastructure

	SV-1 Architecture derived (System Node)
	Data Infrastructure 



	SV-1 Gap (System Entity, System Interface)
	Applications

Data Infrastructure

IT Infrastructure

	SV-1 Gap (Enterprise Services)
	Data Infrastructure

IT Infrastructure

Information Assurance

	SV-2 Architecture derived
	Data Infrastructure 

IT Infrastructure

Testing 

Training 

	SV-2 Gap
	Data Infrastructure 

IT Infrastructure

Testing 

Training 

	SV-4 Architecture Derived (Datastore)
	Business Information Standards 

Data Infrastructure 

	SV-4 Architecture Derived

(System Function)
	Applications

Data Infrastructure

	SV-7 Architecture derived
	Applications

Data Infrastructure 

Information Assurance

IT Infrastructure

Testing 

Training 

	SV-8 Architecture derived
	Applications

Data Infrastructure**

**for Data Management Applications only



	SV-8 Gap
	Applications

Data Infrastructure** 

**for Data Management Applications only



	SV-10c Architecture derived
	Applications

Data Infrastructure

Information Assurance

	TV-1 Architecture Derived
	Applications

Business Information Standards

Data Infrastructure 

Information Assurance

IT Infrastructure

	Education/Training Plan
	Training 

Organizational Alignment

	Test Plan
	Testing 

	Information Assurance – architecture derived 
	Applications

Business Information Standards

Information Assurance

Processes and roles

	Compliance Plan
	Organizational Alignment

Processes and roles

	Incentive Plan
	Organizational Alignment

Processes and roles

	External Requirements
	Laws

Policies, regulations, accounting standards

	External Change Requirements
	Laws

Policies, regulations, accounting standards


4.7 
Segment

This is no longer a field in the requirements collection template.  It has been replaced by a separate spreadsheet that relates requirements to Segments.

4.8 
Capability Name Reference

This is no longer a field in the requirements collection template.  It has been replaced by a separate spreadsheet that relates requirements to Capability Targets.
4.9 
Compliance Level

Compliance level indicates if a requirement is mandatory or optional.  Select one of following values for compliance level:

· Mandatory

· Value Added

Compliance Level Definitions

Mandatory - The requirement must be implemented.
Value Added - The requirement is desirable, but not mandatory.

Note:  The majority of BEA Transition Requirements will be Mandatory and all requirements categorized as Primary in the Requirement Type field are Mandatory.

Note:  Mandatory requirements are written using the imperative shall in the Requirement Description.  Guidance requirements are written using the imperative should in the Requirement Description.

4.10 
Government TP POC

This field documents the Government Transition Point of Contact. Names should be written in the following format Last Name, First Name.
4.11    Priority/Customer Value

This field assigns relative priority to each requirement.  

Make an initial assignment of Priority/Customer Value; select one of the following values for priority/customer value:

· (0) Strategic  

· (1) High 

· (2) Medium 

· (3) Low
If an initial determination cannot be made, leave this field blank.

Priority/Customer Value definitions

(0) Strategic  - critical to attaining DoD goals, or required by law

(1) High - major benefit to DoD Business efficiency or effectiveness

(2) Medium - significant benefit to DoD Business efficiency or effectiveness 

(3) Low – less significant benefit to DoD Business efficiency or effectiveness
4.12 
Status

This field indicates the approval status of a requirement in DOORS.  Select one of the following status levels for the Status field:

· Draft

· Candidate

· Clarification

· Modification

· Rejected

· Submitted

· Approved

All requirements should be entered as draft.
The process for moving requirements to different statuses is not yet defined.

4.13 
Transition Requirement Lifecycle Status

This field indicates the implementation status of a requirement in DOORS.  Select one of the following values:

· Design/Build

· Test

· Ready

· Implemented

· Canceled

Leave this field blank at this time.

4.14 
Related Requirements

This field will be used to associate requirements of type “External Requirement Change” with the source External Compliance Requirement that is being changed. 

Populate this field with the unique DOORS number that identifies the source External Compliance Requirement.  A DOORS link between the External Requirement Change and the source External Compliance Requirement will be created using this data.

4.15 
SA Diagram Type

This field indicates the diagram type from which the requirement is derived.  SA Diagram Type is a free form text field.  Type in the Diagram Type from the model.

SA Diagram Types

OV-2

OV-3

OV-5

OV-6b

SV-1

SV-2

SV-4

SV-4 DS

SV-7

SV-8

SV-10c

TV-1

A requirement may be derived from more than one SA diagram, such with OV-5 and SV-4 solution requirements.  When needing to capture multiple SA Diagram Types, type in the appropriate diagram types, separated by a comma and a space.  Do not use a hard return in this field, it will cause issues with the DOORS report extract scripts.

Example:  OV-5, SV-4

Note:  See specific guidance for OV-6b requirements.

Note:  For Data Store requirements, please use “SV-4 DS”

4.16 
SA Diagram Name

This is no longer a field in the requirements collection template.  It has been replaced by a separate spreadsheet that relates requirements to SA Type and SA Name.

4.17 
SA Diagram Level

This is no longer a field in the requirements collection template.  It has been replaced by a separate spreadsheet that relates requirements to SA Type and SA Name.

4.18 
SA Type

This is no longer a field in the requirements collection template.  It has been replaced by a separate spreadsheet that relates requirements to SA Type and SA Name.

4.19 
SA Type Name

This is no longer a field in the requirements collection template.  It has been replaced by a separate spreadsheet that relates requirements to SA Type and SA Name.

4.20 
IPT Validated

This field indicates whether or not the requirement as been reviewed/validated by the PAT team.  Enter Yes or No into this field.

4.21 
IBM TP POC

This field documents the Team IBM Transition Point of Contact. Names should be written in the following format Last Name, First Name.
4.22 
Government PAT POC

This field documents the Government PAT Point of Contact. Names should be written in the following format Last Name, First Name.

4.23 
IBM PAT POC

This field documents the Team IBM PAT Point of Contact. Names should be written in the following format Last Name, First Name.

4.24 
Available for Evaluation

This field indicates whether a “To Be” Architecture Derived Compliance Requirement is available for evaluation purposes within the System Criteria Approval Process.  Allowable values are: 

· Available

· Not Available

5. Specificity and General Guidelines

5.1 
Specificity Guidelines

Requirements should summarize and refer to the architecture.  Requirements should not duplicate the architecture or external compliance requirements.  The following guidelines are related and poorly written requirements may violate more than one of the guidelines simultaneously.

· Avoid too much granularity

As a rule, if requirement repeats the system architecture types from the model (ICOM messages, activities, roles, business rules, etc.) the requirement is too granular.  In addition, it adds no value in translating the architecture into something that can be costed. 

· Give enough detail to make requirement specific

Be specific in describing the requirement without repeating the architecture.

· Combine and consolidate where appropriate

In general a requirement should summarize an activity with all of its related output messages. Do not write individual requirements for every output.

· Avoid having more than one requirement in a single statement

Requirements should generally be developed at the A11 level.  This will avoid having multiple requirements in the same statement.  For example a requirement written at the A0 level, which decomposes into multiple operational activities at the lower level, may inadvertently have multiple requirements in one statement.  Indicators of this would be and in the SA Type Name field or the Requirement Title field.

*OV-5 specific guidance

In general use the operational activity to develop the beginning of the requirements description and use the output messages to further specify the requirement.

Example 1-Specificity

Poor:

1.The set up validation process shall have the ability to provide a record of rejected debt

2.The set up validation process shall have the ability to provide a record of approved debt

Analysis:  These examples are both too granular and not specific enough.  The statement does not specify the solution needed uniquely while restating the individual output messages as individual requirements

Better:

The Collections and Accounts Receivable solution shall have the ability to record the following types of debt:

- Rejected

- Approved
Example 2-Specificity

Poor:

The BMMP solution shall develop procedures for the interpretation and implementation of standard Property/Plant/Equipment accountability policies.  The solution shall develop and deliver training that provides knowledge and guidance on Property/Plant/Equipment accountability requirements

Analysis:  This example provides multiple requirements in a single statement.  In addition the Actor is too generic to uniquely describe the requirement

Better:

1. The Property/Plant/Equipment accountability solution shall enable development of standard accountability policies

2. The Property/Plan/Equipment accountability solution shall enable development standard training on accountability requirements

Example 3-Specificity

Poor:

1. The Property/Plant/Equipment accountability solution shall track assets in the Acquisition phase of the Property/Plant/Equipment lifecycle

2. The Property/Plant/Equipment accountability solution shall track assets in the Depreciation phase of the Property/Plant/Equipment lifecycle

3. The Property/Plant/Equipment accountability solution shall track assets in the Disposal phase of the Property/Plant/Equipment lifecycle

Better:

The Property/Plant/Equipment accountability solution shall manage assets across the all phases of the lifecycle.  The Property/Plant/Equipment must contain the following phases 

- Acquisition

- Depreciation

- Disposal

5.2 
Additional Guidelines

The following describes additional general guidelines not covered elsewhere in this document.

· Avoid inferring requirements that are not in the architecture.  

Requirements must match the architecture, meaning that a person should be able to point to the piece of the architecture from which the requirement is derived.  If the requirements do not match the architecture, it is either not a requirement, or the architecture needs to be modified to provide that requirement.

· Do not write requirements about external controls. 

The only circumstance when a requirement should be written from an external control occurs when working with the OV-5 when an operational activity output is a control on another operational activity within the same diagram.

There should be no requirements that consist solely of a statement of compliance with an external requirement (law, regulation, policy, etc.). For example, “The solution must comply with OMB guidance” is inappropriate and adds no value.

· Analyze requirements from OV-5 and SV-4 in conjunction with one another.  This will allow both process and system aspects of a requirement to be adequately covered.  In the case where a system function in the SV-4 does not have a corresponding operational activity in the OV-5, the Actor in the requirements description should be System.

· Analyze requirements from OV-3 and SV-1 in conjunction with one another.  This will provide operational roles and system entities that are related to a single requirement are captured.

6. Characteristics of Good Requirements and General Writing Guidance

This section provides general characteristics and guidelines for writing good requirements.

6.1 
Characteristics of Good Requirements

The following are characteristics of well-written and accurate developed requirements.  Validate that requirements meet these characteristics as each individual develops them and during peer reviews.

· Simple-easy to understand.

· Consistent-does not conflict or duplicate other requirements.

· Concise-contains a single requirement only and is stated clearly. 

· Understandable- to the client, the user, and the supplier.

· Unambiguous-has only one interpretation.

· Verifiable-the outcome can be measured objectively, has acceptance criteria.

· Necessary-directly related to a business requirement or need and traceable to that need

· Feasible-possible to implement within known limitations.

· Complete-does not need further amplification or depend on other requirements.

· Implementation free-states what the solution should provide and not how it should be provided.

6.2 
Guidelines for Writing Requirements 

This section provides general guidelines for writing requirements.

1. Keep sentences and paragraphs short.   Human beings have short-term memory limitations that impact reading comprehension ability.  Keeping sentences and paragraphs short aids in the comprehension by avoiding these limitations
 

2. Use the active voice rather than passive voice when writing.  

Voice indicates if the subject acts or is being acted upon.  

· Active voice-Melissa wrote the style guide. (Subject Melissa acts.)

· Passive voice-The style guide was written by Melissa. (Subject style guide was acted upon.)

Using active voice allows greater precision and clarity and answers the whom or what performs each action.  Whereas using passive voice begs the question: who or what performs the action?  This induces more opportunity to misinterpret the requirement.

Passive vice always has a “to be” verb (is, are, was, were, been…) plus another verb.  (i.e., The BEA architecture is being developed by a joint Government and IBM team.)  See the Warning below for situations where using a “to be” verb does not indicate passive voice.

Warning:  Don’t confuse passive voice with linking verbs.  A “To Be” verb often links a subject with a noun restating it or an adjective describing it.  In this case, the “to be” verb acts like an equal sign. The Maria is accomplished—does not beg the question accomplished by whom.

Don’t confuse passive voice with progressive tense.  “We are hiring 20 new store managers—does not beg the question hired by whom.”
3.Write complete sentences that have proper grammar, spelling, and punctuation.

Incomplete sentences with poor grammar, spelling or inappropriate punctuation add to the likelihood of a requirement being misunderstood.

4. Use terms consistently and as defined in the AV-2.

Inconsistent use of terminology results in ambiguity and misunderstanding of requirements.

5. Do not express more than one requirement in a single sentence or requirement description.

Expressing multiple requirements in a single description leads to ambiguous requirements and can also cause requirements to be overlooked.

6. Avoid jargon, slang, acronyms and abbreviations.

BEA requirements are not using acronyms and abbreviations.  Technical or functional jargon should be verified during peer reviews and with the AV-2.

7.  Use lists and tables wherever possible to present information sequences.  

This is much easier to understand than sequences embedded in a text.  See Section 3 for specific guidelines for using lists and tables.
8. Use Imperatives correctly and consistently. 
Imperatives are shall, will, should, and must. The following is general guidance for using imperatives.

· Requirements use shall
· Statements of fact use Will  (also something externally provided)

· Goals and suggestions use should
· Constraints use Must
BEA transition requirements as a rule should use shall.  However, some constraint statements may use must.
9. Don’t express requirements using nested conditional clauses.

(i.e., if X then Y then R1a else if Z then R1b else R1c.)  This is very easy to misunderstand.  If it cannot be expressed in natural language, use a different notation such as a decision table.

10. Do not complicate the requirement with unnecessary information.

Additional information on program background and objectives, for example, further complicates things by obscuring the real requirement.  Non-requirement information should be provided in an introduction to a set of requirements or rationale. 

11. Do not use anonymous references.  
The reference should contain the complete name of the references using the standard or style designated for the document being writing.  See Section 2 of this document for specifics on references.  
12.  When referring to references, don’t duplicate the contents.
When referring a reader to another reference, use a reference rather than duplicate the content of the document references in the requirement.

13.  Don’t try to express complex relationships in a natural language description.

· Diagrams and models are much more effective. Supplement natural language with other descriptions when appropriate. Decision tables-when actions are dependent on a complex set of conditions.

· Algebra- when describing how particular numeric values must be transformed by an operation or computed.

· Data flow diagrams-where a sequence of transformations in an end-to-end process needs to be defined.

· System models (object models, entity-relationship models etc.) where describing detailed system requirements. Avoid weak phrases or terminology:  “Weak” phrases induce ambiguity and give the impression that the requirement may be optional.  Such terminology also lessens the likelihood that the requirement can be verified or validated. 
The following gives examples of weak terminology.
· Weak:  as a minimum, be able to, capable of, not limited to 

· Options:  if required, as appropriate, if practical, and/or, etc

· Generality: large, rapid, many, timely, most, close

· Relative:  easy, normal, adequate effective

· Vague:  flexible, high fidelity, adaptable, adequate, user friendly, support, maximize, minimize

14. Specify what is needed, not how it is provided.

Requirements should be implementation free.  Meaning that requirements state what is needed, rather than how it should be provided.  
· Dangers in stating how rather than what: 

· Forcing a bad design

· Omitting requirements

· Limiting options

· Forcing the contractor to use unfamiliar methods and tools

Attachment A – SV-4 Requirements

Background:

The SV-4 defines System Functions that are needed to accomplish various Operational Activities in the OV-5.  The SV-5 (not to be confused with the OV-5) is a matrix that maps System Functions to their associated Operational Activity.

Objective – Writing “Combined” OV/SV Requirements

For OV-5 Operational Activities that have associated SV-4 System Functions, the TP POCs will write a single requirement that covers both diagrams in the form of “The solution shall…” rather than two separate requirements (one a process requirement and one a system requirement).   The TP POC will also work with the SV PAT representative to write some separate SV-4 specific requirements in cases where: the System Function exceeds the Operational Activity; the System Function has no associated Operational Activity; and the SV-4 requirement needs to contain objects such as data stores. 

Required Documents:

· the PAT OV-5 and associated draft requirements

· the PAT SV-4 (Activity)  (don’t worry about SV-4 (Event) for now)

· the SV-5 Operation Activity to System Function Matrix and

· the list of External Requirements mapped to System Functions (the “3000”)

Process Steps:

Step 1 – Identify OV-5 Operational Activities

Compare Operational Activity names from the OV-5 to Operational Activities listed across the top of the SV-5.  For example, in Figure 1, Activity A22 in the OV-5 is listed in the top row of the SV-5.

Please note that not all activities in the OV-5 will be listed in the SV-5, especially at the lower levels.  Note differences and bring to the attention of the PAT’s SV representative and OV-5 lead.  

Step 2  - Trace OV-5 Operational Activities to SV-5 Matrix

On the SV-5, trace the Operational Activity to the intersection of the activity and a System Function as indicated by an X at the intersection.  The System Functions are listed on the left side of the SV-5.  There may be a one to one, one to many, or a many to one relationship between activities and nodes.  For example, in Figure 1, in order to accomplish Activity A22, two separate System Functions are needed.

The result of this step will be the identification of all System Functions associated with an Operational Activity.  This will provide a list of the System Functions for which a combined (“The solution shall…”) requirement can be written in conjunction with the OV-5.

Step 3 – Identify System Functions associated with Operational Activity
Trace the System Function on the SV-5 to the SV-4.  Every System Function identified on the SV-5 should be represented on the SV-4. There may be additional System Functions on the SV-4 that do not trace to an Operational Activity (For example – technical functions like Data Interchange).  There may also be Operational Activities from the OV-5 that do not have a System Function (For example- a manual activity that will not be accomplish by a System Function)). In Figure 1, the OV-5 Operational Activity 1 does not have any related System Functions and SV-4 System Function 1 represents a System Function such as Data Interchange that does not have an associated Operational Activity.  Bring any discrepancies to the SV PAT representative.
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Figure 1: Operational Activity - System Function Trace

      Step 4 – Writing SV-4 Requirements

Combined SV-4/OV-5 Requirement - For SV-4 System Functions that have associated OV-5 Operational Activities; write a combined requirement that captures information from both diagrams.  Do not write a separate SV-4 requirement for these System Functions.  Compare the inputs and outputs of the OV-5 Operational Activity to the inputs, outputs, and data stores of the SV-4 System Functions.  There will not be a one to one match, but it will be helpful to see if the SV-4 can provide any additional information to add to the existing OV-5 requirement.

When completing the requirements spreadsheet for combined requirements, remember to add “SV-4” in the SA Type column and the actual name of the System Function in the SA Type Name column.  Use the command “Alt enter” to put the system function info under the associated operational activity.

SV-4 Specific Requirements - For System Functions that do not have an associated Operational Activity and for Data Stores, write an SV-4 specific requirement.  General rule will be one requirement for each.

It is important to know most of the SV-4 System Functions already have associated requirements.  This is because the SV team used two documents as a starting point for defining the System Functions:

· “Core Financial System Requirements” document published by the Joint Financial Management Improvement Program (JFMIP), 

· “A Guide to Federal Requirements for Financial Management Systems” (also known as DFAS Blue Book)

These documents define functional requirements for Federal Financial Management systems.  These requirements (and others) have been entered into DOORS as “External Requirements” and the SV and OV teams have recently mapped these to SV-4 System Functions and OV-5 Operational Activities.  

The last step in this process is to work with the PAT team SV Rep to determine if these associated External Requirements fully describe the System Function or if any additional requirements are needed.  The PAT teams will complete the mapping of External Requirements by December 18th.  

Example:

Using Figure 1 as an example:

No new requirement will be written for System Functions 2 and 3, but the existing requirement written for Operational Activity A22 will need to be expanded to contain System Functions 2 and 3.

A new requirement will be written for System Function 1 for which there is not an associated Operational Activity.

The System shall transfer Information Data Exchange X (e.g., Account number) data from External Source via System Function 1 (e.g., Data Interchange Function) to System Function 2.

A new requirement will be written for the Data Store and the associated Information Data Exchange that flows into it.

The System shall store Information Data Exchange X (e.g., Account number) in a Transactional Data Store.

Attachment B – Requirement to Architecture Mapping

The following table provides the mapping of  “To Be” Architecture Derived Compliance Requirements to the Architecture.  This mapping is accomplished by associating an individual requirement to the designated SA object.

If there are multiple SA Object Types listed for a given requirement, then both types of SA object must be associated to the requirement.

Table-Attachment B Transition Requirements To SA Objects

	“To Be” Architecture Derived Compliance Requirements

	Requirement Type
	SA Object Type
	SA Object Name
	# of SA Objects per Requirement

	OV-3 Architecture derived 
	Operational Node
	Role Name
	Applicable Role

	OV-5 Architecture derived (no associated SV-4 system function)
	Operational Activity
	OA Name


	Applicable OA 

	OV-5/SV-4 Architecture derived combination requirement
	· Operational Activity

· System Function
	· OA Name

· System Function Name
	· Applicable OA

· Applicable System Function associated with the OA

	OV-6b Architecture derived
	OV-06b Op State Transition
	OV-6b Diagram Name
	Applicable OV-6b Diagram

	SV-1 Architecture derived (System Entity)
	System Entity
	System Entity Name
	Applicable System Entity

	SV-1 Architecture derived (System Node)
	System Entity
	System Entity Name
	All Applicable System Entities within a System Node

	SV-2 Architecture derived
	· Communication Node

· System Entity
	· Communication Node Name

· System Entity Name
	· Applicable Communication Node 

· Applicable System Entity 

	SV-4 Architecture Derived (Data Store)
	System Entity
	System Entity Name
	Applicable System Entity(s), determined by the System Entity related to the Data Store

	SV-4 Architecture Derived

(System Function)
	System Entity
	System Entity Name
	Applicable System Entity(s), determined by the System Entity related to the System Function

	SV-7 Architecture derived
	System Entity
	System Entity Name
	Applicable System Entity

	SV-8 Architecture derived
	System Entity
	System Entity Name
	System Entities Implemented by a given Segment

	TV-1 Architecture Derived
	System Entity
	System Entity Name
	All System Entities

	OV-6a Information Assurance
	Operational Activity
	Operational Activity Name
	OA from highest level OV-5 diagram for the BEA Enterprise

	SV-1 Information Assurance
	System Entity
	System Entity Name
	Applicable System Entity

	SV-7 Information Assurance
	System Entity
	System Entity Name
	Applicable System Entity

	TV-1 Information Assurance
	System Entity
	System Entity Name
	All System Entities associated with a given PAT
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Capabilities and Requirements
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